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Aarhus Batch Inversion Distributed user guide

User Manual for Aarhus Batch Inversion Distributed

Introduction

The Aarhus Batch Inversion Distributed (ABI) is designed to replace the older EMBI and SCEMBI systems for
performing inversions within the Workbench environment. To do this there are two applications, a client
application in the front named Aarhus Batch Inversion, and a service application working behind the scenes
named AarhusRunner. Users will not be directly involved with AarhusRunner, which is why this document
will focus on ABI. All a user needs to know about AarhusRunner is that it is operating on a number of
servers in the network, waiting to perform performance-demanding computation tasks ordered by Aarhus
Batch Inversion’s throughout the system.

ABI is started from Workbench just like Embi and Scembi when running an inversion and is designed to
resemble the user interfaces of the old systems.
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Figure 1: Workbench and Importer interacts with a network of AarhusRunner services
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Workbench setup for running ABI

Note: Aarhus GeoSoftware doesn’t take any responsibility for the setup and changes in Windows to
make ABI work.

Workbench and Windows need to be set up to start ABl when an inversion is launched. To do so, follow
these steps:

1. go to File >Preferences under the Misc tab and check “Run Aarhus Batch Inversion Distributed”.

Preferences =
Workspace EBorchole Misc  GIS Res2Dlmy
Mizc
Check. for new version at start up
Enable multi threaded database queries
Do miot back impart SkyTER data befare inversion
[JEnabled SC1 of ERT data
Scaling factar to manipulation of data in colorscale wizard 1
Uze Sparze Formats
kaw memory allowed during data proceszing [ME]

Fiun Aarhus B atch Inversion distribuked

Cancel

2. Open the ABL.ini in the workbench installation directory and set SharedDir to point to the shared
directory.
You will need to save the ini file in another folder and copy/replace the existing ini file in the
Workbench installation folder, due to Windows admin rights.

| ABLini - Notepad - O *

Eile Edit Format Wiew Help
|[Param5]
SharedDir="\AGSB7YAGS_AarhusRunnery,




"

»sy Aarhus GeoSoftware

Aarhus Batch Inversion Distributed user guide

Windows 10 only:

Windows 10 have as default restricted the access to network drives for the user. To remove this
restriction, open the “Edit Group Policy” in Control panel and go to:
e Computer Configuration >Administrative Templates = Network = Lanman
Workstation
e Double click on Enable insecure guest logon
e C(Click Enable and OK

File Action \View Help
e |n@m = HEl T
= Local Computer Policy

~ (& Computer Configuration

7 Software Settings
| Windows Settings

" Lanman Workstation
Enable insecure guest logons Setting State Comment

Cipher suite order Nt configured No
Availability Shares Not configured No

Edit policy sefting
~ [ Administrative Templates

“ Control Panel Requirements: Enabled No
v 7 Network At least Windows Server, Windows 10 B Centinuous Availability Shares  Not configured Ne

 Background Intelligent Transfer Service (BITS)

BranchCache Deseription:

- This pelicy setting determines if the

“ DirectAccess Client Experience Settings SMB client will sllow insecure quest

| DNS Client logons to an SMB server.

% Fonts

Hotspot Authentication

scovery
7| Microsoft Peer-to-Peer Networking Services
| Network Connections
| Network Connectivity Status Indicator
| Network Isolation
“| Network Provider
7 Offline Files
| QoS Packet Scheduler
7 SNMP
| $5L Configuration Settings
| TCPIP Settings
“ Windows Connect Now
“| Windows Connection Manager
| Wireless Display
= WLAN Service
“| WWAN Service
7 Printers
S Server
7 Start Menu and Taskbar
| System
“| Windows Components
1 Al Settings
~ ¢ User Configuration
7 Software Settings
7 Windows Settings
7 Administrative Templates

If you enable this policy setting or if
you do not configure this policy
setting, the SME client will allow
insecure guest logons.

If you disable this pelicy setting, the
SMB client will reject insecure guest
logons.

Insecure guest logons are used by file
servers to allow unauthenticated
access to shared folders. While
uncommon in an enterprise
emvironment, insecure guest logons.
are frequently used by consumer
Network Attached Storage (NAS)
appliances acting as file servers.
Windows file servers require
authentication and do not use
insecure guest logons by default.
Since insecure guest logons are
unauthenticated, important security
features such as SME Signing and
SMB Encryption are disabled. As a
result, clients that allow insecure
guest logons are vulnerable to a
Variety of man-in-the-middle attacks
that can result in data loss, data
corruption, and exposure to mahware.
Additionally, any data written to a file
server using an insecure guest logon
is potentially accessible to anyone on
the network. Microsoft recommends
disabling insecure guest logons and
configuring file servers o require
authenticated access.”

Now Workbench is ready to use ABI for inversions.

I Enable insecure guest logons

[} Enable insecure guest logans

O Not Configured ~ Comment:

Q Disabled

Supported on:

Options:

At least Windows Server, Windows 10

Help:

This policy setting determines if the SMB client will allow
insecure guest logons to an SMB server.

If you enable this policy setting or if you do not configure this
policy setting, the SMB client will allow insecure guest logons.

If you disable this policy setting, the SMB client will reject
insecure guest logons.

Insecure guest logons are used by file servers to allow
unauthenticated access to shared folders. While uncommon in
an enterprise environment, insecure guest logons are frequently
used by consumer Network Attached Storage (NAS) appliances
acting as file servers. Windows file servers require authentication
and do not use insecure guest logons by default. Since insecure
guest logons are unauthenticated, important security features
such as SMB Signing and SMEB Encryption are disabled. As a
result, clients that allow insecure guest logons are vulnerable to a
variety of man-in-the-middle attacks that can result in data loss,
data corruption, and exposure to malware. Additionally, any data
written to a file server using an insecure guest logon is

I oK I Cancel
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Running an inversion

When the user starts an inversion from Workbench, ABI is launched. The program will prompt the user for
a list of hosts to perform the inversion job.

The user can select all or some of the hosts for the inversion job in the server list to the left. On the right
there is an overview of active inversion jobs in the network.

After the hosts have been selected, ABI will wait for one of the selected hosts to pick up and perform the
inversion job. While the job is running, ABI keeps the user updated via the GUI.

The user cannot close the ABI window as long as the inversion job is active. However, the user may choose
to cancel the inversion job via the Stop button. This will terminate the inversion process and enable ABI for
closing.

The Show Jobs button opens an overview of the active inversion jobs, similar to the overview shown when
selecting hosts in the start.
Once the inversion job is done, ABI will import the inversion result to your workspace.
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® ok 100.0 Datum : WGS84 “
o 2% A h UTM zone : 32
1 0%0% arnus EPSG : 32632
) User Name : Toke
B at Ch Level2 Name : GCM_AE_T40
Level3 Name :
= Inversion Mame : GCM_AE_T40
nvers I on Reference distance : 1.00
wedr—__ Section length : 100000
Max sounding gap : 100000
) = Power law dependency : 0.75
Tteration Time: 00:00:07 El Max number of iterations : 50
Total Inversion Time: 00:04:00 o Number of processors @ 2
[v4 AarhusIny confile path : |
WAGS 5 AarhusRunner AGS5\Toke_GCM_AE_T40_604040250YGCM_AE_
I40.con
1.0 Minimum number of datapoints : 2
Model number: 5
Sharp inversion: false
Altitude correction: false
Use sparse formats : 0
Inversion job 1/1 accepted by AGSS Waiting for siave
Inversion Job applied for..
0.1 Inversion job 1/1 accepted by AGS5 with 1 CPUs.
0 1 2 | CPU status of AGS5: 1in use of 4
Stop Show Jobs Close Iteration ]
& Select Hosts for Inversion - [m| X
Hosts (Available/Total CPUS) Running jobs
w4 AGS0T7 1/ 2 CPUs N .
| AGS5 1,4 CPUs MName User CPUs Inversion Type DataType QueueTime Host Active Time  #Models
b TokeRunner 4 /4 CPUs Toke_GCM_AE_I40_604040250 Toke 1 Lcl DTGCM 00:02:54 AGSS  00:02:48 15359
Toke_GCM_AE_I41_604066828 Toke 1 LCI DTGCM 00:02:27 AGS5 00:02:21 15359
Toke_GCM_AE_I42_604090312 Toke 1 LCI DTGCM 00:02:04 AGS07  00:01:58 15359
Toke_GCM_AE_I43_604112093 Toke 1 LCI DTGCM 00:01:42 AGS55 00:01:36 15359

1 ~ | Number of processors Continue Cancel

Figure 2: Hosts selection in Aarhus Batch Inversion Distributed



